
 

 

 

Cyber Shiksha Program Report (AY: 2018-19) 

Name of the program: “Cyber Shiksha” 

Day/Duration: 29.01.2019-31.01.2019 

Time: 11.00 Am to 3 Pm 

No of participants: 90 

 

Course Outcome:  

Understanding Cybersecurity Fundamentals: Students will be able to explain 

key concepts in cybersecurity, including types of threats, attack vectors, and 

basic principles of network security. 

Practical Skills in Cyber Defense: Students will demonstrate the ability to use 

various tools and techniques to protect systems from cyber threats, including 

implementing security protocols and conducting vulnerability assessments. 

Awareness of Cyber Ethics and Laws: Students will understand the ethical 

implications and legal frameworks surrounding cybersecurity, enabling them to 

navigate and address issues related to data privacy and cybercrime. 

 

Topic Covered: 

key areas of Cyber Shiksha: 

1. Cybersecurity Awareness 

2. Basic Cyber Hygiene 

3. Cyber Ethics 

4. Legal Frameworks 

5. Practical Skills 

6. Incident Response 

7. Emerging Technologies 

8. Community Engagement 

 



 

 

Course Outcomes (COs) 

 

Program Outcomes (COs) 

CO1: Understanding Cybersecurity 

Fundamentals 

PO1, PO4, PO5 

CO2: Practical Skills in Cyber Defense PO2, PO3, PO4, PO5 
CO3: Awareness of Cyber Ethics and Laws PO8, PO10 

 

 

Assessment procedure: The assessment of this program was conducted using 

multiple choice questions. 

 

 


